
Instructions for wifi access:  

General information 

1. Network key and account details: 
 

o Networkey: congresos2014 
o Username: Obelics@congreso.ucm.es 
o Password: Obelics2016 

 
2. Requirements in the configuration of user equipment 

 
It is imperative that the network configuration of the user equipment has: 

o Automatic detection of IP (by DHCP) and DNS   
o No proxy define in the browser 

 

3. Connection 
o Choose  “UCM-CONGRESO” in the list of available networks 
o Introduce the network key and connect 
o Open your browser with url. 
o When the page of  “Red Inalámbrica de congresos UCM” appears fill the 

form with the data in point 1 above.  
o The account will be valid until one day after the meeting 
o Once the data are introduced, an information page will appear and then 

you will be redirected to the url introduced. 

 

4. Available services 

 
The following services are available on the netwrok: 

o Web browsing (protocols http y https) 
o  VPN (Virtual Private Network) tunneling only toward outside UCM. 
o SSH (Secure SHell) 

 

5. Aditional information 
o The zones with wifi coverage can be checked in 

 http://ssii.ucm.es/wifi (maps only available for Internet Explorer) 
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